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Hi, I’m Megan...
• Ultimate Records Nerd!
• Bachelors in English from Willamette University
• Masters in Library and Information Science from University of 

Illinois Urbana-Champaign  
• Was a Clerk from 2012-2022
• Received CMC in 2015
• Worked for 3 different WA cities
• Worked in private sector from 2022-2023 (for a Laserfiche

vendor)
• Started LLC in 2023
• Have the honor of being an IIMC educator
• Currently have clients in OR, WA, and AK!
• Live in Maple Valley, WA with huband, 2 kids, 2 dogs, & 1 

snake!



Tell me about you!
RAISE YOUR HAND IF....



we are the same...but different!
PRA Laws

AlaskaWashingtonOregon

Books, papers, files, accounts, 
writings, including 
drafts...developed or received 
by a public agency (*does 
not include proprietary 
software programs)

Any “writing” related to the 
conduct/performance of 
government. (*Almost 
EVERYTHING is considered 
a public record.)

Any writing related to the 
conduct of public business. 
(*If it does not relate to 
conducts of the public’s 
business and is contained on 
a privately owned computer 
then it is NOT a public 
record.)

Definition of a Public Record
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Juvenile, adoption, medical 
and public health; library 
lending; victim names for 
sexual assault and some law 
enforcement records.

Narrow statutory 
exemptions, including 
personal privacy, law 
enforcement records, and 
certain legislative records.

Over 500 exemptions....Exemptions

As soon as practical but no 
later than 10 business days.

Respond promptly and give 
timeline within 5 business 
days.

Acknowledge w/in 5 days 
and provide reasonable 
estimated date within 15 
days.

Response Time
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...so what’s 
the right 

way??
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records...in 
government



The Struggle is Real

How it started..... How its going....
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So, why are records even important?
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Legal Compliance

Accountability



Our Goal as Records Managers
• Inform and educate (and gather proof of training!)
• Implement policies and programs to clearly define correct compliance
• Provide tools to assist with the ease of implementation
• Be a resource for questions (aka. Records Expert)
• Ensure staff members have what they need to ensure correct compliance
• Responsible for final disposition
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What We Can NOT Control
• The records that people create
• When/How/Why people access certain records
• Whether or not others view records retention/disposition as important
• The secret places people keep their records
• The random records people destroy!



Sharing time...

How do YOU feel about records?

Have you had any good/bad/ugly
experiences yet?
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core   concepts
in   records 
management



Records Management

The practice of ensuring that your organization:

• Captures and maintains evidence of business activities and transactions 

• Maintains the integrity of the record that captures said activities 

• Enables efficient retrieval and access to these documents when needed 

• Retains, preserves, and destroys records according to their value (i.e. their 

retention schedule)

Defined as: a systemic approach to how records are 
managed throughout their lifecycle.



Records ManagementGovernance

Typically, it establishes:

• Clear roles and responsibilities

• Policies/Procedures/Standards

• Goals/Objectives

• Allocation of Resources

Defined as: Providing the overarching framework, authorities, and 
controls to manage records effectively across your organization.



Types of Records Management Governance
Program – The Overall Strategic Initiative
• Encompasses multiple related projects under the same umbrella (i.e. Public 

Records, Electronic Content Management, Paper Storage/Retrieval) 
• Defines high level scope, objectives, and structure
• Typically, is overseen by a committee, which in turn oversees the Plan and 

Implementation

Plan - Outlines the Details
• Roles and responsibilities
• Processes for implementation
• Timelines and operational details
• Serves as actionable ‘roadmap’

Policies & Procedures - Provides the 
Rules and Steps to Implement
• Sets expectations
• Defines rules
• Provides standards
• Outlines processes
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Records Explained
Any recorded information, regardless of medium, made or received 
and retained by an organization in pursuance of legal obligations, 
value to the government, or in the transaction of business. 
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Permanent Record
Record determined to have 
sufficient value to warrant 
its permanent preservation. 

Temporary Record
Any records that have been 
determined to have 
insufficient value to warrant 
its preservation (i.e. records 
that have time-limited 
value).

Transitory Record
Records of (very) short-
term interest (180 days or 
less) and have little or no 
documentary or evidential 
value.



Types of Records
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• Transitory Records: Records with minimal to no retention value; temporary information use.

• Vital Records: Records of significant life events such as birth, marriage, divorce, death.

• Permanent Records: Records that have been identified as having enduring value; typically, I 

refer to records that are permanently kept on site as “permanent.” 

• Short-Term Records: Records that are required to be kept for a certain amount of time due 

to legal or regulatory reasons, but that are eventually destroyed. 

• Archival Records: Records that possess enduring legal and/or historical value and must not be 

destroyed; typically, I refer to records that go to the archives as “archival” records. 

• Historical Records: Records that document events/happenings/history that cannot be found 

elsewhere. 



*a note on
Historical Records
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To Keep in Your Collection: records that feel like they shouldn’t be 
destroyed because they may be of interest when trying to display 
historic events in your building/at an event, or for research (and the 
archives will not take them).

To Transfer to Archives Collection: Records that represent a 
historical event that was significant to the planning, establishment, 
development of the agency and/or its functions. 

To Give to Museum/Historical Society/etc. for Accession: Records 
that document happenings in your local area that may be of interest 
to researchers, historians, or future users. Remember: just because 
you don’t think there is value, doesn’t mean others won’t either! 

Note: Once a record is given to a museum/library/archive 
it is no longer discoverable via Public Records law. 

Examples: ghost hunters, model railroad builders, genealogists, cold case detectives needing info on 
a building’s architecture to solve an arson case, info on demolished buildings, etc. etc. etc. 
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The Records Lifecycle

Accession: super fancy way of 
saying “bringing something into a 

collection” – such as the state 
archives, a local library, or museum.

Disposition: super fancy way of saying “what 
happens to the record once you no longer are 

required to keep it” – usually this is either 
destroy or transfer to another facility for 

permanent retention. 

The record is either 
accessioned by another 
entity or archived 
/preserved onsite for 
permanent retention. 

The record is done living 
out its retention and is 
ready for disposition –
destroy or preserve

The record is now being 
stored somewhere to live 
out its retention (e.g. Being 
kept for XX amount of time)

The record is still active and 
can be modified or added to 
at any time (i.e. Contracts 
before they have expired). 
This is the period BEFORE 
the record is considered 
closed and ready to ‘live out 
its retention’

The record is sent to 
interested parties maybe 
for signature, review, 
information, etc. 

The record begins and is 
considered a working file – so 
it is in process of being created. 



10 Minute Break
DON’T FORGET TO COME BACK!! 



physical 
records 
management



Why is There So Much Paper?!?!!
• Inherited records that were printed before digitization was easy
• Paper/Physical Copies are required 
• Only physical/paper exists 
• Others may not trust digitization 
• There is no organization to your organization's digital records, so people feel its 

easier to find paper records
• It’s “the way we’ve always done it”
• Its easier to look at something when its printed 
• Its easier to take notes on paper!
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An Argument for Eliminating Paper
• Running out of physical space
• Records are safer if they are digitized
• Your organization is not able to properly maintain permanent records in accordance with 

archival standards
• Digitization allows all records from anywhere at any time
• Allows for more than one person to access a record at any given time
• Creates better transparency and a ‘self-service’ system for the public
• Increases efficiency (no creating files, labels, finding a spot for them, printing, going to the 

printer to pick them up, etc.)
• Decreases cost (in paper, in ink, in storage, in time)
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Paper vs. Electronic
Things to consider:
• Print records management is much harder to enforce (people will keep what they 

want to keep for however long they want to keep it and will NEVER find time to 
purge!)

• Records should be kept in their native format when they are born digital.
• What can be scanned and tossed? (What is the actual VALUE of the print/physical 

nature....is it just....cool looking?)
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But These Records are Permanent?!
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Paper vs. Electronic
Things to consider:
• Print records management is much harder to enforce (people will keep what they 

want to keep for however long they want to keep it and will NEVER find time to 
purge!)

• Records should be kept in their native format when they are born digital.
• What can be scanned and tossed? (What is the actual VALUE of the print/physical 

nature....is it just....cool looking?)
• What kinds of physical/digital capacity do you have? Do you have metal shelves? 

Are your records being stored in accordance with archival standards?
• What is sustainable? (i.e. consider the future)
• At what point will digitization be required, and what steps can you take now to 

prepare your organization?
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NARA’s New Records Management Requirements
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“Before anything else, preparation 
is the key to success,”

ALEXANDER GRAHAM BELL
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Take Inventory

*This will come in handy later 
during Retention and Disposition
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Prioritize Review & Disposition
• Ask Administration for a “Records Health Day” (or even half a day!)
• Make it fun! Competition? Biggest Loser?
• Incorporate electronic records review into daily operations for your team (and encourage

other depts to do the same)
• Begin with print records first to save space and because they are the hardest to find, then 

move to electronic records
• Decide what needs to stay in paper, what could be destroyed, and what should be

scanned (and tossed)
• Consider: space, access frequency, request frequency, and of course retention value and 

requirements. 
• Recognize different needs for paper vs. electronic

33



PURPLE SITICKER POLICY

Hand out purple stickers to each employee. Direct them 
to place a purple sticker on any print/physical records 
that they have at their workspace that are not an official 
record. Some examples include:

• Reference material
• Copies of official records
• Copies of Plans/Codes
• Books
• Examples from other Cities

34

Continual Problem: Inherited Print Records keep Getting Passed Down Over the Years



Sharing time...
What percentage of records in 
your organization are physical?

Have you begun digitizing physical 
records?

What’s the best excuse you’ve 
ever heard for someone keeping 
the paper version of a record?

35



electronic 
records 
management



Rules Regulating Electronic Records Management

DoD 5015.02
Design Criteria Standard for Electronic Records 
Management Software Applications by the U.S. 
Department of Defense (DoD) – was developed in 
collaboration with the National Archives and 
Records Administration (NARA) to improve RM 
after the Gulf War and was first published in 1997, 
its not required for local govt, only federal.
KEY ASPECTS OF COMPLIANCE
Any software used to manage records must be able 
to:
• Identify and classify records.
• Provide secure storage and easy retrieval.
• Support proper disposal.
• Maintain audit trails.
• Implement robust access controls.
• Support FOIA and Privacy Act requirements
• Interoperate with other systems.
https://dodcio.defense.gov/Portals/0/Documents/Library/DoDRecordsStrategy.pdf

ISO 15489 
International Organization for Standardization -
Internationally Recognized Standard for 
Records Management Related Activities 
designed to ensure records are properly 
managed throughout their lifecycle, from 
creation to disposal, to maintain their 
authenticity, reliability, and usability. 
REQUIREMENTS & GUIDELINES
• Records and Metadata
• Policies and Responsibilities
• Records Control
• Processes
IMPLEMENTATION METHODOLOGY
• Evaluation
• Analyze business activities / assess existing 

systems
• Identify requirements
https://info.aiim.org/aiim-blog/newaiimo/2009/07/01/eight-steps-of-the-isotr-
1548922001-records-management-program-implementation-methodology
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Where Should You Store Your Digital Files
File Explorer (aka. Network Drives, local 
drives, shared drives)
• Not easy to search
• Hard to apply permissions
• If you (the records manager) cant see

them then you cant ensure correct 
production via PRR

• If you move or rename a file, all 
shortcuts are broken.

Enterprise Content Management System
• Robust searching capabilities
• Typically, very dynamic 

permissions/access can be applied
• Many allow for retention to be applied
• Allow for easy offsite access
• Automation helps create consistency and 

improves efficiency

Do NOT store digital files solely on external hard drives, USB drives, or CD’s – these 
are easily lost! But a good option for back-up storage!
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Electronic Records Organization

Folder Structure Best Practices
• Pin to Quick Access (click and drag important folders under the quick access area of your file explorer 

or ECM – this wont move them but will make it easy for you to find what you need!
• Do NOT use all caps to title folders

39
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Electronic Records Organization

Folder Structure Best Practices
• Pin to Quick Access (click and drag important folders under the quick access area of your file explorer 

or ECM – this wont move them but will make it easy for you to find what you need!
• Do NOT use all caps to title folders
• No Special characters $*&#% or “AAA” to pull a doc or folder to the top of the structure (unless used 

methodically)
• Do not use names for folder titles
• Use “*In Process” in folders to clearly separate drafts or records that are still active
• Start with broad categories and create subfolders for ‘like’ items within them
• Remember: It’s Better to Click then scroll!!! (but within reason)
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Electronic Records Organization

Folder Structure Best Practices
• Pin to Quick Access (click and drag important folders under the quick access area of your file explorer 

or ECM – this wont move them but will make it easy for you to find what you need!
• Do NOT use all caps to title folders
• No Special characters $*&#% or “AAA” to pull a doc or folder to the top of the structure (unless used 

methodically)
• Do not use names for folder titles
• Use “*In Process” in folders to clearly separate drafts or records that are still active
• Start with broad categories and create subfolders for ‘like’ items within them
• Remember: It’s Better to Click then scroll!!! (but within reason)
• Never let folders have only one item in them! 
• Avoid “Misc” folders – there is a time and a place....and its RARE!!!!
• Be consistent with file types, have a structure that can be duplicated
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Naming Conventions & Taxonomy

44

If you are using Windows Explorer:
• Names should be short and descriptive

so you do not have to open the file to 
know what is in it.

• Using Acronyms is okay
• Shorten words whenever possible (but 

in a way that makes sense!)

If you are using an ECM:
• Less is more – information can and

should be placed in the metadata to
describe the info/records contained in
the folders/files. 

• Avoid acronyms, especially if the record 
will be accessible by the public

Strong Naming Conventions and Taxonomy Allow Records to be:
• Easily Browsable
• Sorted and Stored in a preferred order



Naming Conventions & Taxonomy

45

• Keep names short and relevant
• Best to avoid special characters and spaces (use – or _ when possible) in file names, but I prefer 

to use spaces in folder names!
• Content of a file name to consider: Date of creation, project name, short description, version 

(e.g. 2024-02-10_DowntownProject_AsBuilts-v2)
• When using dates the format should be YYYYMMDD (**PERSONAL PREFERENCE: put dashes 

between so it is clear that the number is a date)
• Acronyms should be avoided, or spelled out in a parent folder
• Use information that is important for disposition if you do not have metadata (i.e. if the retention 

starts when the contract expires, but not when it starts, use the expiration date not the start 
date)

• Be consistent and write out standards for all to follow! (Also remember, no one will EVER agree, 
so don’t try to get consensus on how to name things, but DO listen to what they have to say if 
they don’t like it!)

• Utilize taxonomy (or a classification system) for ‘like’ files/folders
• Make sure the taxonomy is easy to understand – if you need a cheat sheet to remember it, its 

too complicated!



Metadata is GOLD!

Metadata Best Practices:
• Should include information essential for disposition.
• Only use information needed for finding the document (or to ensuring proper disposition).
• Always allow for a “notes” section in the metadata, to ensure proper search results. 
• Remember: there IS such a thing as too much metadata!

Good Metadata Allows Records to Be:
• Sorted in various ways
• Found easily
• Retained properly
• Automated (if your ECM can do that)

46

Metadata is “data about data” which means – in the context of records management: 
the information about any given record or folder that is usually assigned ‘in the background.’



Security and Access
• Work with your IT Department
• Consider the safety of your electronic files
• Understand what your back-up procedure is
• Err on the side of greater access (= better self-service)
• Access vs. Permissions
o Who can access what? (i.e. what can they see?)
o What permissions do different users have? (i.e. what can 

they do with the record?)
• Data security / encryption / MFA, etc.
• Where is a record kept during each phase of its lifecycle

47



10 Minute Break
DON’T FORGET TO COME BACK!! 



records retention



Retention Schedules
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Oregon

https://sos.oregon.gov/archives/Pa
ges/records_retention_schedule.
aspx

PRO: State does provide actual 
schedules for different govt 
entities to follow; and its pretty 
thorough. 

CON: Not in table format so 
not easy to read; not very clear.

Washington

https://www.sos.wa.gov/archives/
RecordsManagement/Managing-
City-Records.aspx

PRO: State does provide actual 
schedules for different govt 
entities to follow.

CON: It is almost too detailed, 
and many record types can have 
two different disposition 
authority numbers, making it 
confusing to assign proper 
retention.

Alaska

https://archives.alaska.gov/docum
ents/rims/schedules/300-1.pdf

PRO: Agencies have a lot of 
freedom around how long they 
retain their records.

CON: State does not provide an 
actual schedule to follow, they 
only provide a “Model General 
Schedule” which means each 
entity must create/update their 
own schedule which can be very 
time consuming!



Purpose of Retention Schedules
• Ensure legal and regulatory compliance
• Guarantee consistency and therefore provides greater transparency
• Explains:

• Title and Description of record
• When a record closes
• How long to keep a record once it's been closed
• What to do with the record (keep/destroy/archive)
• (Megan’s Preference) Where a record is kept
• (Megan’s Preference) Responsible Department / Holder of Original or Main record
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Best Way to Organize Your Retention Schedule

Record Location 
and Format

Retention/
Disposition

Cutoff / 
ClosureDescriptionTitleDepartmentNumber 

(DAN)

Eden; electronic3 years then DestroyAfter Annual 
Audit

Payment transactions 
of city purchases.

Accounts Payable 
RecordsFinance166-200-0210(1)

Finance Network Drives; 
electronic3 years then Destroy

After credit 
expired or 
redeemed.

Proof of funds 
credited to the city.Credit SlipsFinance166-200-0210(2)

EM Network Drives; 
electronic3 years then Destroy

After annual or 
final expenditure 
report submitted

Expenditure reports 
used during 
emergency events

Emergency 
Management 
Assistance 
Expense Records

Emergency 
Management166-200-0210(3)

Finance File Cabinets; paper3 years then DestroyEnd of Fiscal Year
Purchasing 
transactions of city 
purchases.

Purchasing 
RecordsFinance166-200-0210(4)
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Cutoff/Closure
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Retention officially starts when a record is no longer active – meaning, you will 
not be adding anything more to a record (e.g. the contract expired, the 
project was completed, the ordinance was passed, the minutes were 
approved, the fiscal year came to an end and the ‘books’ closed, the employee 
is no longer employed by the agency, the asset is no longer owned, etc.)

the record ‘lives out its retention’
Retention
The retention of an item is the specified amount of time it must be kept for. 
Typically, I have found that this is strongly related to the statute of limitations, 
audit timelines, or some other very specific need. 

the record is dispositioned
Disposition
The disposition action is what you do to a record once it is no longer 
required to be retained. Sometimes, the disposition is “permanent storage” –
other times it is to destroy, or to give or offer to another collection. 



Deciphering Retention
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Ask Yourself:
• Who uses this record?
• Why do they use the record? And, why might it be useful for someone to have access to this record?
• What is a different name for this record, or could it be called something else?
• What is this record representing (owned asset, approved/permitted activities, council action, etc.)?
• Is this record elsewhere?

Don’t Limit Your Thinking by Only Considering:
• What the record is called by the user
• What the record is called by the retention schedule
• What you believe the record should be used for
• The use of the department keeping the record



Ways to Help: Make Cheat Sheets!
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Sharing time...
Does anyone have any additional 
questions about retention?

Does anyone have any good
retention/disposition stories? 
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records
disposition



Benefits of (Constant) Disposition
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Reduces Risk

Increases Efficiency



Types and Methods of Disposition
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Destruction Logs Do’s and Don’ts 
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• Do NOT list transitory records.

• Do NOT list records that were tossed after scanning (or if you do, then clearly represent on the 

log that they were scanned and where they are being kept).

• DO mention the method of destruction.

• DO state the volume of records.

• Do NOT go into detail – only list the types of records and their years, do not call out specific 

record names/project names/ etc. When the log asks to provide a description simply state the 

general description (e.g. Conditional Use Permits).

• DO save all logs permanently.
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Oregon
166-030-0027(7): Local agencies shall submit a record of all public records (paper only) destroyed on the authority of the 
approved records retention schedules. This record shall list schedule number, record series title, cubic feet destroyed, and 
date destroyed. For electronic records, only agencies using an electronic records management system, need to report the 
records destroyed. The destruction report generated by the system shall suffice and should include retention schedule 
number, record series title, and date destroyed. Both the destruction report for paper records and for electronic records 
(when applicable) shall be forwarded to the State Archivist on an annual basis.

Washington
While agencies are not required by statute to maintain a destruction log, documenting destruction
promotes both transparency and accountability.

In the event of a legal or audit challenge, this documentation provides crucial evidence of “defensible
disposition,” demonstrating that the agency was aware of and compliant with current records retention
requirements at the time that the records were destroyed.

Washington State Archives strongly recommends that agencies document the destruction of all public
records except for those whose minimum retention is “Retain until no longer needed for agency
business, then destroy.”
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The When and How of Disposition

Physical Records

First, do one big purge – go
through all physical records and then log 
and destroy ANY that have met their 
retention, and log and archive ANY that can 
be archived.
Then...at minimum – Yearly (and I would 
follow your fiscal year).

*This is where your inventory comes in 
handy!

Electronic Records
As time allows, but at minimum Monthly.
Preferably weekly or even daily if at all
possible – even if only for 10 mins a day. 
Place all transitory records (drafts, etc.) into 
one folder, then destroy (no log needed).
Place all records with short-term retention
into a folder with their appropriate DAN
number, log, and destroy (be sure to check 
with your IT dept regarding FINAL 
disposition). 
Note: digital archives in WA will not take digital 
records until they have met their onsite 
retention period. 63



Essential Needs When Conducting a Purge
• Have boxes readily available (check with your archives re: 

boxing requirements)
• Assemble boxes by date retention was met and department 

(as per WA archives preferences)
• Number/Letter boxes for tracking, and 
• Keep an electronic log/index of what is in all the boxes you 

keep – the more detailed the better (for the purpose of 
records requests!)

• Use colored labels to indicate disposition action (Temporary 
Storage, Scan, Destroy, Offer Elsewhere, Send to Archives)

• Destroy records ASAP; while they are still on site, they are still 
discoverable!
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It’s NOT the End of the World!

Do your best.
Try your hardest.
Train/Learn/Teach.
Ask your archivist for help.
Mistakes will happen.
Things will get destroyed.
Everything will be OKAY. 
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Time for Fun! 
PRACTICE IDENTIFYING RETENTION & DISPOSITION
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Don’t Panic! 
Records are FUN!!!!
And managing them is actually more intuitive than you think...!

• Don’t fall into one of the two common records traps!
• Contact your Archives
• Connect with your fellow Clerks
• Get involved: ARMA, NARA, WMCA/OAMR/AAMC



Questions?



thank you!

MEGAN GREGOR
847-858-6210
megan@megangregorconsulting.com
www.megangregorconsulting.com

megan-gregor
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